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We build 
Defence 
capabilities 
through training

Courses Offered:

CYBER OPERATIONS  |  ELECTRONIC WARFARE (EW)  |  UNDERSEA WARFARE 
INFORMATION OPERATIONS  |  EW OPERATIONAL SUPPORT 

EW TACTICS & COUNTERMEASURES

We deliver the skills and capabilities required of defence and 
industry. Our trainers’ comprehensive experience in frontline 

military operations and instructional roles ensures students receive 
practical and effective training.

Craig



TRAINING COURSES

ELECTRONIC WARFARE (EW)

ELECTRONIC WARFARE OPERATIONS (EW0)

ELECTRONIC WARFARE OPERATIONAL SUPPORT (EWOS)

Electronic Warfare Fundamentals - 15 Days
Electronic Warfare Electro-Optics - 10 Days

EW 001
EW 002

Operational Electronic Warfare Workshop - 5 Days
Electronic Warfare Mission Planning and Briefing Workshop - 4 Days
Electronic Warfare Mission Debriefing Workshop - 2 Days

EWO 001
EWO 002
EWO 003

Composition and Functions of an Electronic Warfare Operational Support Organisation - 4 Days
Electronic Warfare Equipment Specific Databases - 5 Days
Electronic Warfare Mission Data Generation - 3 Days
Electronic Warfare Mission Data Test and Verification - 5 Days
Electronic Warfare Post-Mission Data Analysis - 4 Days
EWOSC Management Workshop - 5 Days
Software in the Loop Testing Workshop - 10 Days
Hardware in the Loop Testing Workshop - 5 Days
End to End EW Equipment Testing - 2 Days

EWOS 001 
EWOS 002
EWOS 003
EWOS 004
EWOS 005
EWOS 006
EWOS 007
EWOS 008
EWOS 009

Courses are made up of core and elective modules. Training can be further tailored for additional content on other relevant defence, cyber 
or electronics subjects as desired.

INFORMATION OPERATIONS SHORT COURSES (SC)

EW Short Course - 3 Days
Introduction to Undersea Warfare - 3 Days
Introduction to Defence Space Operations - 3 Days 
Introduction to Maritime Operations - 3 Days

SC 001
SC 002
SC 003
SC 004

ELECTRONIC WARFARE INTELLIGENCE (EWI) 

CYBER SECURITY (CYSEC)

ELECTRONIC WARFARE TACTICS AND COUNTERMEASURES (EWTCM)
EWTCM 001
EWTCM 002
EWTCM 003
EWTCM 004
EWTCM 005

Electronic Countermeasures - 10 Days
Introduction to Threat Vulnerability Analysis and Countermeasures Development - 20 Days
Advanced Electronic Warfare Threat Vulnerability Analysis and Countermeasures Development - 60 Days
Electronic Warfare Modelling and Simulation Workshop - 20 Days
Electronic Warfare Tactics Techniques and Procedures - 3 Days

EWI 001 
EWI 002
EWI 003 
EWI 004
EWI 005 
EWI 006
EWI 007
EWI 008
EWI 009
EWI 010

Baseline – Core Cyber Module - 15 Days
Baseline – Cyber Management Module - 10 Days
The below cyber courses duration is flexible and based on the customer’s requirements
Advanced – Cyber Incident Response and Hunting 
Advanced – Cyber Digital Forensics Investigations 
Advanced – Penetration Testing and Red Teaming 
Enterprise and Tradecraft – Enterprise Tooling 
Enterprise and Tradecraft – Wargaming

CySec 001
CySec 002

CySec 003
CySec 004
CySec 005
CySec 006
CySec 007 

Introduction to Electronic Intelligence - 10 Days
Advanced Electronic Intelligence - 10 Days
Electronic Warfare Database Management Systems - 10 Days
Function Analysis Workshop - 4 Days
Analysis of Recorded Data Workshop - 2 Days
Open Source Data Collection Workshop - 3 Days
Electronic Order of Battle Derivation Workshop - 3 Days
Mission Data Requirement Specification Workshop - 5 Days
Communications Intelligence Foundation - 15 Days
Communications Intelligence Advanced - 7 Days


